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Documento de Necesidades para el Analisis de Vulnerabilidad

1. Introduccion

El analisis de vulnerabilidad es un proceso crucial para identificar debilidades y riesgos en los sistemas
tecnoldgicos de una institucién, en particular aquellos que almacenan o procesan informacidn sensible.
Este documento tiene como propdsito detallar las necesidades y los requisitos para llevar a cabo un analisis
de vulnerabilidad en los sistemas informaticos y de infraestructura tecnolégica del Hospital
Departamental San vicente de Paul. La implementacidon de este andlisis ayudarda a mitigar posibles
amenazas, proteger datos criticos y garantizar la disponibilidad, confidencialidad e integridad de los
sistemas.

2. Objetivo del Analisis de Vulnerabilidad

El objetivo principal del analisis de vulnerabilidad es identificar, evaluar y priorizar las debilidades de
seguridad en los sistemas de Tl de la institucion. Este andlisis permitird implementar las medidas
correctivas y preventivas adecuadas para reducir los riesgos y mejorar la seguridad general de los sistemas
informaticos.

3. Alcance del Analisis de Vulnerabilidad

El analisis de vulnerabilidad abarcara los siguientes componentes:
Red de TI:

Infraestructura de red (routers, switches, firewalls).

Servidores internos y externos.

Sistemas de comunicaciones y conectividad.

Sistemas y Aplicaciones:
Aplicaciones web y moéviles utilizadas para la gestion de datos de salud.

Sistemas operativos de los servidores y estaciones de trabajo.
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Base de datos (relacionales y no relacionales).

Seguridad de la Informacion:

Configuraciones de seguridad (politicas de contrasefias, accesos no autorizados).
Monitoreo y gestién de incidentes de seguridad.

Politicas de encriptacidn de datos (en transito y en reposo).

Equipos y Hardware:
Estaciones de trabajo (PCs, laptops).
Dispositivos moviles utilizados por el personal.

Hardware de almacenamiento (discos duros, unidades de respaldo).

Manejo de Usuarios y Accesos:
Control de accesos y autenticacion.
Administracion de privilegios y roles de usuarios.

Auditoria de accesos y uso de recursos.

4. Necesidades para la Realizacion del Analisis de Vulnerabilidad

El analisis de vulnerabilidad debe abordar varias areas clave para garantizar que todas las posibles brechas
de seguridad sean identificadas y mitigadas. Las necesidades para llevar a cabo este analisis incluyen:

Herramientas de Escaneo de Vulnerabilidades:

Software de pruebas de penetracién para simular ataques y evaluar la robustez de los sistemas.

Personal Especializado:

Contar con un equipo de especialistas en ciberseguridad y andlisis de vulnerabilidades.
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Tener expertos en redes, seguridad de bases de datos, y analisis de riesgos informaticos.

Acceso a Infraestructura Critica:

Acceso autorizado a la infraestructura tecnoldgica que sera evaluada (servidores, redes, bases de datos,
aplicaciones).

Permiso para realizar pruebas en entornos productivos y no productivos (si es necesario).

Revision de Politicas de Seguridad:

Documentacion detallada de las politicas de seguridad existentes.

Evaluacion de Riesgos y Cumplimiento Regulatorio:

Asegurar que el analisis de vulnerabilidad cumpla con las normativas de seguridad aplicables, tales como
la Ley 1581 de 2012 (Proteccion de Datos Personales), la Ley 1266 de 2008, o las normativas
internacionales como ISO/IEC 27001.

Evaluacion de riesgos potenciales que puedan derivarse de vulnerabilidades encontradas y su impacto en
la organizacidn.

Planificacién de Contingencias y Respuesta ante Incidentes:
Crear un plan de respuesta ante incidentes basado en los resultados del analisis de vulnerabilidades.

Establecer un protocolo para remediar las vulnerabilidades criticas identificadas, asi como medidas
preventivas a largo plazo.

5. Metodologia del Andlisis de Vulnerabilidad

Para realizar un andlisis de vulnerabilidad efectivo, se recomienda seguir una metodologia estructurada
que incluye las siguientes etapas:

Calle 7 No. 14-69 PBX (098) 8332441 Ext: 256 Fax (098) 8333225 Gerencia (098) 8332570
web: hospital-departamental-san-vicente-de-paul-garzon-huila.micolombiadigital.gov.co — Email: calidad@hospitalsvpgarzon.gov.co,
gerencia@hospitalsvpgarzon.gov.co
Garzon (Huila).




EMPRESA SOCIAL DEL ESTADO HOSPITAL DEPARTAMENTAL SAN VICENTE DE
PAUL GARZON - HUILA
NIT: 891.180.026-5

Reconocimiento y Recoleccién de Informaciodn:
Recopilacion de datos sobre la infraestructura, redes y sistemas a evaluar.

Identificacion de posibles vectores de ataque.

Escaneo de Vulnerabilidades:
Realizacion de escaneos automatizados para identificar debilidades conocidas en sistemas y aplicaciones.

Evaluaciéon de configuraciones incorrectas o inseguras en la infraestructura de TI.

Pruebas de Penetracién (Pentesting):
Simulacidn de ataques para evaluar la resistencia de los sistemas a accesos no autorizados.

Analisis de vulnerabilidades explotables y riesgos potenciales.

Andlisis de Resultados y Generacidn de Informe:
Evaluacién de los resultados obtenidos de los escaneos y las pruebas.

Elaboracién de un informe detallado con las vulnerabilidades identificadas y recomendaciones de
mitigacidn.

Remediacion y Plan de Mejora:
Definicidn de las acciones correctivas necesarias.

Implementacion de soluciones y medidas de mitigacion de los riesgos identificados.
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6. Resultados Esperados

Al concluir el andlisis de vulnerabilidad, los resultados esperados incluyen:
Identificacion completa de las vulnerabilidades en los sistemas y redes de la institucién.
Recomendaciones claras de remediacidn para corregir las debilidades de seguridad.

Informe detallado con los hallazgos, riesgos asociados, y un plan de accién para mitigar las
vulnerabilidades.

Mejora en la postura de seguridad de la institucidn, reduciendo el riesgo de ciberataques y garantizando
la integridad de los datos.

7. Conclusion

Este analisis de vulnerabilidad serd una herramienta crucial para mejorar la seguridad de la infraestructura
tecnoldgica del hospital Departamental San Vicente de Paul. A través de la identificacién temprana de
debilidades y su correccién, se pueden prevenir posibles incidentes de seguridad que afecten la
confidencialidad, disponibilidad e integridad de los datos, asi como la continuidad de los servicios.

Ing. de Sistemas
T.P. 70255-412482 TLM

Coordinador U.F. Gestion Sistemas de Informacion
E.S.E. Hospital Departamental San Vicente de Paul
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